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1. Instructions for the User Acceptance Tester

1.1 New System and Regression Testing Instructions

The purpose of regression testing and new system testing is to assure that the entire application is functioning correctly.  This test plan is designed to ensure that all components of the application are tested.  Complete all test scripts included within this test plan for all applicable user levels and modules as listed.

The specific instructions for following the test scripts, and executing the tests are listed under each test type heading below.

1.2 Form-Based Testing Procedures

The purpose of testing the individual forms and the user interface is to assure that all of the Menus and Graphical Interface buttons, pulldown lists, scrolling lists, and check boxes are performing correctly.  It is important to perform each interface for each module/screen as not all modules have the same buttons or menus.

The procedures for testing the User Interface are as follows:

1. Copy the User Interface Acceptance Test Script included in this document.  Make a copy for each module screen listed in the “List of Modules” spreadsheet.  

2. Mark at the top of each form-based test script which module/screen you are testing.

3. Complete the test environment section at the top of each test script.

4. Login as System Administrator (the highest security level in order to have access to all screens).

5. For each step in the test script initial and date the successful tests.

6. If the test results are not as you expect, or a comment or clarification on a screen or process is required, please complete a defect form for that test step. (Do not initial and date unsuccessful test cases).

7. Please return a copy of all completed Test Scripts and Defect Forms as per the rules and timeframes described under Section 1.5.1 of this document.

1.3 Business Process Testing Procedures

The purpose of testing the Business Processes is to ensure that all of the functional requirements for the application are performing correctly.  It is important to complete all test cases for each User Security level (eg. System Administrator, Processing Clerk etc.)  This will assure that each Security Level has access to the appropriate functions. 

The procedures for testing the Business Processes are as follows:

1. Copy the Business Process Test Scripts included in this document.  Make a copy for each user Security level listed in the User Security Matrix.  

2. Mark at the top of each Business Process Test Script which Security level you are testing.

3. Complete the test environment information as required at the top of each Business Process test script.

4. Login as the appropriate user Security level. 

5. For each step in the test script initial and date the successful tests.

6. If the test results are not as you expect please complete a defect form for that test step. (Do not initial and date unsuccessful test cases).

7. Please return a copy of all completed Test Scripts and Defect Forms as per the rules and timeframes described under Section 1.5.1 of this document. 

1.4 Report Testing Procedures

This Application allows users to specify which data they would like to report on by queuing different data to a report.  It is important that this process is tested for each module. It is also important that the Ministry’s Print Utility is tested by having the report print to paper for a number of different cases.  If the result of printing is not as expected be sure to fill out a defect report form for that test.

It is important to repeat each test script for the different user Security levels listed in the User Security Matrix to ensure that report security rules are functioning correctly.

The procedures for testing the Reports are as follows:

1. Copy the Report Test Scripts included in this document. Make a copy for each user Security level you are testing.

2. Be sure to mark at the top of each Report Test Script which Security level you are testing.

3. Complete the test environment information at the top of each test script.

4. Login the appropriate User Security level. 

5. For each step in the test script initial and date the successful tests.

6. If the test results are not as you expect please complete a defect form for that test step. (Do not initial and date unsuccessful test cases).

7. Please return a copy of all completed Test Scripts and Defect Forms as per the rules and timeframes described under Section 1.5.1 if this document. 

1.5 Defect Reporting

A defect report form has been included at the end of this document. 

1.5.1 Defect Tracking Guidelines

1. It is critical to complete all fields on this form in order to assist Developers in tracking and correcting the problem.

2. A Defect Tracking Form must be completed at the time that a problem is found in order to assure that all details are documented correctly.

3. Attach any available screen shots or report examples to the Defect Tracking form.

4. Defect Tracking forms will be submitted <insert how often forms should be submitted> to <Insert Application Manager info here>, in order to implement fixes as quickly as possible.

5. A service affecting Defect (a problem, which inhibits further testing,) must be reported immediately to <Insert Application Manager info here>, in addition to completing a Defect Tracking Form.

6. A Defect Number will be assigned to each defect by the <Vendor or Application Manager> for tracking purposes.
1.5.2 Defect Tracking Log Instructions

1. Defect Tracking forms will be submitted <insert how often forms should be submitted> to <Insert Application Manager info here>, in order to implement fixes as quickly as possible.

2. A service affecting Defect (a problem, which inhibits further testing,) must be reported immediately to <Insert Application Manager info here>, in addition to completing a Defect Tracking Form.

3. Insert all summary information from the defect tracking form or service affecting defect report (may be by phone or email) at the time that the defect is submitted.  

4. Assign a defect number and label the defect tracking form with the same number.

5. Be sure to match the new defect number with the defect tracking forms for service affecting defects reported by phone or email. 

2. Form-Based Testing

Listed below are the modules to be tested.  Each Screen should be reviewed for correctness as per the Form-Based Test Script in Section 2.2.

2.1 List of Modules to be Reviewed for Form-Based Testing

	Module ID
	Module name

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


2.2 Form-Based Test Script

This checklist must be completed for ALL modules as listed above in section 2.1.  Please photocopy this page for each online module and fill in the module identifier in the space provided. Complete the test environment information. Attach a Defect Report if necessary to describe any anomalies.

MODULE: ____________________
SCREEN : ____________________

TEST ENVIRONMENT:

Operating System: _____________
Network: _____________________

Workstation Memory: __________ 


	Form Based Testing Component
	Pass/Fail
	Date
	Initials

	1. Are all fonts, colors, shading and toolbars consistent with standards and project guidelines?
	
	
	

	2. Is the online help module available?
	
	
	

	3. Are all date formats correct (DD-MON-YYYY) Are the date edits being correctly applied? Are dates greater than 2000 accepted?
	
	
	

	4. Does all text wrap when displayed in the text editor?
	
	
	

	5. Is there a scroll bar on every applicable block?
	
	
	

	6. Is the Toolbar List button enabled only when a list of values is available for an item?
	
	
	

	7. Do the window titles correctly identify each module?
	
	
	

	8. Is there hint text available for all applicable items?
	
	
	

	9. Do all of the initial 'window display' sizes fit entirely on the screen (assuming an SVGA 800x600 resolution)?
	
	
	

	10. Are the correct items case sensitive? (i.e. Do fields allow lower case text if they should only accept upper case?)
	
	
	

	11. Are error, warning and information messages accurate and understandable?
	
	
	

	12. Do all DELETE operations display a ‘Delete Confirmation’ alert?
	
	
	

	13. Is the field tab order correct
	
	
	

	14. Are the appropriate edits done on all fields (range of values, valid values etc.)
	
	
	

	15. Are defaults appropriate?
	
	
	

	16. Are the correct fields mandatory?
	
	
	

	17. Is the tool bar present and appropriate buttons enabled?
	
	
	

	18. Are screen & field labels appropriate?
	
	
	

	19. Are fields & buttons ordered appropriately?
	
	
	

	20. Are all codes valid? 
	
	
	

	21. Are all field labels are consistent across the application
	
	
	


3. User Security Matrix

List all userids available for testing:

Example:

	SYS_ADMIN
	System Administrator – access to all

	CLERK
	Processing Clerk – limited access

	REPORT
	Reporting Clerk – Access reports only


List all security access availability for each user level in the spreadsheet below.

	
	User Security/Access Level Matrix
	
	

	
	USER ROLE
	Module Label
	Module Description 
	Details
	Module Type
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4. User Acceptance Business Process Test Scripts

4.1 Sample- Main Menu

Using module the <insert module ID>, complete the following checklist. Complete the User Security Level information and Test Environment information at the top of each form.  Attach a Defect Report if necessary to describe any anomalies.
USER SECURITY LEVEL:  ___________________________

TEST ENVIRONMENT:

Operating System: _____________
Network: ______________

Workstation Memory: __________ 


	Acceptance Testing Action
	Pass/Fail
	Date
	Initials

	1. Does each button navigate to the correct module?
	
	
	

	2. Is the correct module name/date/version # displayed at the top of the window?
	
	
	

	3. Are the appropriate buttons available, (based on the security matrix)?
	
	
	

	4. Are the appropriate menu options available, (based on the security matrix)?
	
	
	

	5. Access to application not allowed unless user is set up in Staffs and as an active application user (as defined in user detail maintenance) 
	
	
	

	6.  Does the message/text box display text correctly?
	
	
	

	7. Do the graphics appear clearly and display correctly?
	
	
	

	8. Does the menu bar appear at the top of the page?
	
	
	


4.2 Sample: CRS1050 – Update Exam Scenario 

Using module <insert the module ID>, complete the following checklist. Complete the User Security Level information and Test Environment information at the top of each form.  Attach a Defect Report if necessary to describe any anomalies.
USER SECURITY LEVEL:  ___________________________

TEST ENVIRONMENT:

Operating System: _____________
Network: ______________

Workstation Memory: __________ 


	Acceptance Testing Action
	Pass/Fail
	Date
	Initials

	1.Does the Menu Option “Certificates”  - “Edit Exam” take you to the Query Mode of the Certificates Screen?
	
	
	

	2. Does the vertical button bar display correctly?
	
	
	

	3. Does each vertical button bar navigate to the correct screen?
	
	
	

	4. Does the top tool bar display correctly?
	
	
	

	5. Can you search for each of the criteria on the screen (each field)?
	
	
	

	6. Does the search bring up the expected results?
	
	
	

	7. Do the search results sort and display correctly?
	
	
	

	8. When you select all records do the appropriate records queue to print?
	
	
	

	9. Does the Queue Label queue correctly?
	
	
	

	10. Does Queue Document queue correctly?
	
	
	

	11. Does Queue Record button queue correctly?
	
	
	

	12. Do all fields clear for a new query when new query selected?
	
	
	

	13. Can you update each of the fields on the screen?
	
	
	

	14. Does each field update and display correctly?
	
	
	

	15. When you save changes can you retrieve your changes in a new query?
	
	
	

	16. Does the List values button display the list windows for each appropriate field?
	
	
	

	17. Do all prompts/ messages display correctly at bottom of the form?
	
	
	


5. Report Test Script

5.1 Sample- Detailed Information Report
Using report <insert report ID>, complete the following checklist. Complete the User Security Level information and Test Environment information at the top of each form.  Attach a Defect Report if necessary to describe any anomalies.

USER SECURITY LEVEL:  ___________________________

TEST ENVIRONMENT:

Operating System: _____________
Network: ______________

Workstation Memory: __________ 


	Acceptance Testing Action
	Pass/Fail
	Date
	Initials

	1. Can you access the Report module from the main menu?
	
	
	

	2. Are all appropriate reports listed based on the Security of the user being tested?
	
	
	

	3. Can you access the Detailed Information Report from the list of available reports?
	
	
	

	4. Is the correct report name/date/version # displayed at the top of the window?
	
	
	

	5. Are the appropriate buttons available (based on the security matrix)?
	
	
	

	6. Are the appropriate menu options available (based on the security matrix)?
	
	
	

	7. Can you pull up the report to view on screen? 
	
	
	

	8. Does all appropriate information list correctly?
	
	
	

	9. Does all information sort correctly?
	
	
	

	10. Do all dates display correctly DD-MM-YYYY?
	
	
	

	11. Are the fields available appropriate to the data displaying?
	
	
	

	12. Does the report display with adequate room for each column (no overlapping test or columns running into other columns)
	
	
	

	13. Is all formatting correct (bold, italics, underline)?
	
	
	

	14. Can you print to the printer?
	
	
	

	15. Does all appropriate information list correctly?
	
	
	

	16. Does all information sort correctly?
	
	
	

	17. Do all dates display correctly DD-MM-YYYY?
	
	
	

	18. Are the fields available appropriate to the data displaying?
	
	
	

	19. Does the report display with adequate room for each column (no overlapping test or columns running into other columns)
	
	
	

	20. Is all formatting correct (bold, italics, underline)?
	
	
	


6. Defect Tracking Form

	User Acceptance Testing                                          DEFECT #                     

MELP Application Defect Tracking Form                           Test case Step #:

	Tester Name:                                                       

Module ID:

Date: 

	User Security Level tested:

· APPMAN

CRS_APPLICATION_MANAGER
Access available to all functions

· CLERK1

CRS_PROCESSING_CLERK

Data Entry Functionality

· CLERK2

CRS_PROCESSING_CLERK

Data Entry Functionality

· CLERK3

CRS_PROCESSING_CLERK

Data Entry Functionality



	Problem Severity (Check One):

· 1. System Crash (Data Loss)

· 2. System Crash (No Data Loss)

· 3. Incorrect Functionality (No Work Around)

· 4. Incorrect Functionality (Workaround)

· 5. Cosmetic



	Can be Reproduced (Check One):

· (E) Every Time

· (S) Sometimes

· (O) Occasionally

· (1x) Happened Once



	Defect Summary Description (One sentence description of problem):

Defect Description: (please print) 

· Screen Print/Error Message Attached
Steps to Reproduce:




7. Defect Tracking Log

	Defect #
	Tester
	Description
	Date Reported
	User Level Tested
	Severity

(1,2,3,4,5)
	Repeated

(E,S,O,1x)
	Date Reported to Contractor
	Status

(Open or Fixed)

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


